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ISC2 CCSP Certified Cloud Security Professional exam preparation
course - English (CCSP-E)

ID CCSP-E   Price 3,951.— €  (excl. tax)   Duration 5 days

Before booking a course, please note the course requirements and
the essential self-study before and after course participation.

Who should attend

Cloud Architect
Cloud Engineer
Cloud Consultant
Cloud Administrator
Cloud Security Analyst
Cloud Specialist
Auditor of Cloud Computing Services
Professional Cloud Developer

Prerequisites

Requirements for the exam preparation course ISC2 CCSP -
Business Englisch:

Several years of professional experience in IT and/or in
information security with the basics of cloud security

Exam requirements

You can take the exam at any time.
A candidate that doesn’t have the required experience to
become a CCSP may become an Associate of ISC2 by
successfully passing the CCSP examination. The Associate
of ISC2 will then have six years to earn the five years
required experience.

Certification requirements:

For the certificate, each participant must state their
professional experience in endorsement, based on the
ISC2 domains.
You must have at least five years of professional
experience in IT, of which at least 3 years in the field of
information security, of which at least 1 year of experience
in one or more of the six domains of the CCSP Common
Body of Knowledge (CBK)

With the ISC2 CISSP certification, you automatically meet
all the requirements.

CCSP (Certified Cloud Security Professional): The premier cloud
security certification. One of the hottest certifications on the market
today. The CCSP recognizes IT and information security leaders
who have the knowledge and competency to apply best practices
to cloud security architecture, design, operations and service
orchestration.

Course Objectives

ISC2 developed the Certified Cloud Security Professional (CCSP)
credential to ensure that cloud security professionals have the
required knowledge, skills, and abilities in cloud security design,
implementation, architecture, operations, controls, and compliance
with regulatory frameworks. A CCSP applies information security
expertise to a cloud computing environment and demonstrates
competence in cloud security architecture, design, operations, and
service orchestration. This professional competence is measured
against a globally recognized body of knowledge.

Course Content

6 Domains ISC2 CCSP Certified Cloud Security Professional

Domain 1. Cloud Concepts, Architecture and Design

Understand cloud computing concepts
Describe cloud reference architecture
Understand security concepts relevant to cloud computing
Understand design principles of secure cloud computing
Evaluate cloud service providers

Domain 2. Cloud Data Security

Describe cloud data concepts
Design and implement cloud data storage architectures
Design and apply data security technologies and strategies
Implement data discovery
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Plan and implement data classification
Design and implement Information Rights Management
(IRM)
Plan and implement data retention, deletion and archiving
policies
Design and implement auditability, traceability and
accountability of data events

Domain 3. Cloud Platform & Infrastructure Security

Comprehend cloud infrastructure and platform components
Design a secure data center
Analyze risks associated with cloud infrastructure and
platforms
Plan and implementation of security controls
Plan business continuity (BC) and disaster recovery (DR)

Domain 4. Cloud Application Security

Advocate training and awareness for application security
Describe the Secure Software Development Life Cycle
(SDLC) process
Apply the Secure Software Development Life Cycle (SDLC)
Apply cloud software assurance and validation
Use verified secure software
Comprehend the specifics of cloud application architecture
Design appropriate identity and access management (IAM)
solutions

Domain 5. Cloud Security Operations

Build and implement physical and logical infrastructure for
cloud environment
Operate and maintain physical and logical infrastructure for
cloud environment
Implement operational controls and standards (e.g.,
Information Technology Infrastructure Library (ITIL),
International Organization for Standardization/International
Electrotechnical
Commission (ISO/IEC) 20000-1)
Support digital forensics
Manage communication with relevant parties
Manage security operations

Domain 6. Legal, Risk & Compliance

Articulate legal requirements and unique risks within the
cloud environment
Understand privacy issues
Understand audit process, methodologies, and required
adaptations for a cloud environment
Understand implications of cloud to enterprise risk
management
Understand outsourcing and cloud contract design



About Fast Lane 
Fast Lane is a global, award-winning specialist in technology and business 
training as well as consulting services for digital transformation. As the only 
global partner of the three cloud hyperscalers- Microsoft, AWS and Google- and
partner of 30 other leading IT vendors, Fast Lane offers qualification solutions 
and professional services that can be scaled as needed. More than 4,000 
experienced Fast Lane professionals train and advise customers in organizations 
of all sizes in 90 countries worldwide in the areas of cloud, artificial intelligence,
cyber security, software development, wireless and mobility, modern workplace,
as well as management and leadership skills, IT and project management.

Worldwide Presence
with high-end training centers 

around the globe

Multiple Awards 
from vendors such as AWS, 

Microsoft, Cisco, Google, NetApp, 
VMware

Experienced SMEs
with over 19.000 combined 

certifications

Germany
Fast Lane Institute for Knowledge 
Transfer GmbH 
Tel. +49 40 25334610
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Austria
ITLS GmbH 
(Partner of Fast Lane)
Tel. +43 1 6000 8800
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Switzerland
Fast Lane Institute for Knowledge 
Transfer (Switzerland) AG 
Tel. +41 44 8325080
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Fast Lane Services
3 High End Technology Training
3 Business & Soft Skill Training
3 Consulting Services
3 Managed Training Services
3 Digital Learning Solutions
3 Content Development
3 Remote Labs
3 Talent Programs
3 Event Management Services

Training Methods
3 Classroom Training
3 Instructor-Led Online Training
3 FLEX Classroom – Classroom & 
    Online Hybrid
3 Onsite & Customized Training
3 E-Learning
3 Blended & Hybrid Learning
3 Mobile Learning

Technologies & Solutions
3 Digital Transformation
3 Artificial Intelligence
3 Cloud
3 Networking
3 Cyber Security
3 Wireless & Mobility
3 Modern Workplace
3 Data Center 

AUTHORIZED
Training Provider

Platinum Learning Partner
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